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Introduction

Currently, the European Union (hereinafter 
the EU) has 28 Member States (hereinafter 
MSs), where each of the countries has its own 
domestic legislation, traditions and beliefs. 
The initial aim of the EU was to establish eco-
nomic union in order to promote internal mar-
ket, increase competition, favour an ef cient 
allocation of resources and set a single cur-
rency in order to establish economic stability. 
Today, the EU is also recognized as a political 
union, which sets the aim to establish an area 
of freedom, security and justice [2].

According to Article 26 Treaty on the Func-
tioning of the European Union [2, Article 26], 
the Union shall adopt measures in order to 
ensure the functioning of internal market with 
free movement of goods, persons, services 
and capital. The signi cant problem remains in 
relation to capital  ows, corruption, illicit mo-
ney laundering and terrorism  nancing which 
undoubtedly damages the integrity, stability 
and reputation of the  nancial sectors around 
the world, and, consequently, threatens the in-
ternal market of the Union. Therefore, the co-
ordinating measures at the Union�s level are 
necessary in order to protect the society from 
the crime and facilitate the proper functioning 

of the  nancial mechanisms within the Union.
The recent adoption of the AMLD4, which 

replaces the 3rd Money Laundering Directive 
(hereinafter AMLD3) [3], prescribes more com-
prehensive minimum requirements for comba-
ting money laundering and terrorist  nancing. 
It is supposed to be achieved by using risk-ba-
sed approach principle (hereinafter RBA), sim-
pli ed and enhanced customer due diligence 
(hereinafter CDD) and by setting-up the cen-
tral registers in each of the MSs to record the 
bene cial owners (hereinafter BOs) and their 
shareholding and relation to the particular bu-
siness. Therefore, this paper aims to point out 
the main amendments brought by AMLD4.

Main Body

To begin with, it is important to mention 
that each of us plays an important role in the 
development of  nancial sector, as each of 
us is a part of the circle of the  nancial sec-
tors� operation. Namely, the  nancial sector is 
all the wholesale, retail, formal and informal 
institutions in an economy offering  nancial 
services to customers, businesses and other  -
nancial institutions [4]. In 2013 GDP at market 
prices in the EU-28 was valued at EUR 13.5 tril-
lion, which equated to an average level of ap-
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proximately 26.6 thousand PPS per capita [5]. 
The  nancial sector�s development is essential 
for the overall economic growth, increase of 
GDP per capita, and consequently reduction 
in poverty. The most damaging for the ef cient 
operation of the  nancial sector are crimes of 
money laundering, corruption and terrorism  -
nancing which fall under the de nition of ��seri-
ous crimes�� [6;7].

Background / Historical overview

In 1989 the Financial Action Task Force 
(hereinafter FATF), an independent intergo-
vernmental body was established in order to 
set-up the standards and to promote imple-
mentation of legal, regulatory and operation 
measures for combating money laundering 
and terrorist  nancing. Since then FATF is ta-
king an active role in combating  nancial cri-
mes. In 1990 FATF had drawn up FATF Forty 
Recommendations in order to combat misuse 
of  nancial systems by persons laundering 
drug money [8], whereas only in 2004 those 
were published. In 1996 the Recommendati-
ons were revised for the  rst time to take into 
account changes in money laundering trends 
and to anticipate potential future threats [9]. 
In 2003 FAFT updated the Recommendations 
of 1996. The Recommendations do not have 
binding force, however, those are universally 
recognized as the international standards for 
anti-money laundering and countering the  -
nancing of terrorism [10].

Shortly after that, on October 15 and 16, 
1999 the European Council held a special me-
eting in Tampere on the creation of an area of 
freedom, security and justice in the EU, whe-
reas it was decided on the need for special 
actions to be taken against money laundering 
[11]. Based on the conclusions, the EU took the 
initiative to implement the money laundering 
directive based on the principles prescribed 
by 1990 Strasbourg Convention [12] and FATF 
Recommendations in all its member states. In 
this regards, on 10 June 1991 the Council Di-
rective on prevention of the use of the  nancial 
system for the purpose of money-laundering 
[13] was adopted containing only 18 articles 
(hereinafter AMLD1). In 2001 the AMLD1 was 
replaced by the 2nd Directive on Money Laun-

dering [14] (hereinafter AMLD2) which repla-
ced and/or revised a number of articles of the

AMLD1. Unfortunately, both directives fai-
led to cover all the areas where preventive 
measures for protecting the  nancial sector 
needed to be applied [15]. Moreover, the direc-
tives contained relatively little detail on the pro-
cedures imposing a customer identi cation ob-
ligation and contained no provisions imposing 
the criminal and administrative penalties for 
the non-compliance with or for the prohibition 
of the AMLD2. After the second FATF revision 
took place in 2003, the AMLD2 was revised by 
AMDLD3 in 2005 and contained in total 47 ar-
ticles. AMLD3 signi cantly extended the scope 
of persons� subject to directive, including, for 
the  rst time, trust and company service provi-
ders. Moreover, the AMLD3 extended the de -
nition of such terms as �� nancial institution�, 
��money laundering��, ��serious crime�� and for 
the  rst time introduced the de nition on ��be-
ne cial owner��, ��trust and company service 
providers�� as well as ��politically exposed per-
sons�� [16]. As it was mentioned above, the 
AMLD3 added a great deal to the CDD proce-
dures, outlined the risk-based approach prin-
ciple [3, Preamble 22; 37; 43; Article 8 (1 (b)); 
9(6); 13(1) and (4(a)] for the simpli ed CDD 
and enhanced CDD. The simpli ed CDD was al-
lowed in exceptional cases, whereas in case of 
higher risk countries or on risk sensitive basis 
the enhanced CDD should have had been app-
lied. Moreover, the AMLD3 placed an absolute 
prohibition on keeping anonymous accounts 
(without any transitional period) [3, Article 6]. 
The AMLD4 provided the derogations for cer-
tain cases, imposed more extended reporting 
obligations [3, Articles 20-29] as well as forced 
to keep records and statistical data for a period 
of  ve (5) years after the business relationship 
with the customer has ended [3, Article 30(a)]. 
Additionally, it prohibited to enter into corres-
pondent banking relationship with a shell bank 
or with a bank that permits its accounts to be 
used by a shell bank [3, Article 6; 13(5)]. In 
2012 FATF revised the recommendations for 
the third time [9] and consequently the EU had 
to take necessary steps in order to company 
with the revised international standards. On 11 
April 2012 the European Commission presen-
ted the report to the European Parliament and 
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the Council on a number of identi ed key the-
mes, such as risk-based approach, the need 
for extending the scope of the existing fra-
mework, adjusting the approach to customer 
due diligence, clarifying reporting obligations, 
enhancing Financial Intelligence Units� (herei-
nafter FIU) co-operation and others [17]. The 
Proposal for the amendment of AMLD3 was 
submitted on 5 February 2013 and on 20 May 
2015 the AMLD4 was adopted. 

4th MLA Directive: changes to the 
existing regime

The main changes that the AMLD4 brought 
into force can be summarized in the following 
points:

1. Clari cation on a RBA;
2. Stricter and more descriptive CDD proce-

dures and requirements;
3. Establishment of central registers on BOs;
4. Tightening up rules for politically expo-

sed persons;
5. More effective cooperation between FIUs;
6. Penalties.

Adoption of a RBA

RBA is the main principle in order to estab-
lish whether a potential client represents low, 
or high risk of money laundering and terrorist 
 nancing. RBA mechanics differ per member 
state, as the AMLD4 leaves a wide discretion 
to MSs� to design their own RBA and to deci-
de on the degree of risk based measures. FATF 
recommendations prescribes that countries 
should identify, assess, and understand the 
money laundering and terrorist  nancing risks 
for the country, and should apply resources 
to mitigate those risks [9, Introduction, pa-
ragraph 5]. The Directive sets the minimum 
requirements for evaluating risks, namely the 
obliged entities shall take into account risk 
factors including that relation to the custom-
ers, countries or geographic areas, products, 
services transactions or delivery channels [1, 
Article 8(1)]. Moreover, the evidence-based 
decision making should be used in order to 
target the risks of money laundering and ter-
rorist  nancing [1, Preamble paragraph 22]. 
Currently Annex II and Annex III of the Direc-

tive represent non-exhaustive lists of factors 
and types of evidence of potentially lower and 
higher risks. However, based on the up-coming 
report from the Commission (due date 26 June 
2017) on the risks in the areas of the internal 
market, relevant sectors, the most widespread 
means used by criminals, those non-exhausti-
ve lists most probably will be revised. The main 
issue that may appear in the application of the 
RBA is a wide diversity of national measures 
applied which consequently complicate cross 
border compliance [18]. 

CDD checking requirements

The AMLD1 and AMLD2 stated that it 
should be ensured that credit and  nancial 
institutions shall identify who their clients are. 
The exemption was provided for insurance 
undertakings and pension schemes [13;14, 
Article 3]. The AMLD3 implemented more de-
tailed and substantive provisions, including 
prohibition for the credit and  nancial insti-
tutions from keeping anonymous accounts or 
anonymous passbooks [3, Articles 6 and 7], 
as well as it implemented more substantive 
procedural provisions in relation to source of 
information obtained on the customer concer-
ned, namely such information should be obtai-
ned from reliable and independent source. The 
AMLD3 for the  rst time referred to the identi-
 cation of the BO. Such identi cation included 
obtaining information on the purpose of the 
business, conducting on-going monitoring and 
keeping all information up-to date [3, Chapter 
II on CDD]. Directive did not specify which in-
stitutions would be considered as providing re-
liable and independent source of information, 
and did not specify what period of time falls un-
der the term��up-to date��, thus leaving the di-
rection for the MSs to decide upon. The AMLD3 
also distinguished simpli ed CDD from enhan-
ced CDD. The distinction was based on the risk 
based approach [10, Recommendation 1], na-
mely simpli ed CDD applied when exemptions 
were applicable, for instance, when the client 
is listed company, domestic public authority or 
customer representing law risk of money laun-
dering or terrorist  nancing [10, Recommenda-
tion 10 and Interpretive note to Recommenda-
tion 10]. In such cases it would not per se be 
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mandatory to apply CDD [13;14, Article 11]. By 
way of comparison, the AMLD4 introduced the 
obligation for the MSs to take measures pre-
venting misuse of bearer shares and bearer 
shares warrants [1, Article 10(2)]. For instan-
ce, according to the National Decree on the 
obligation to retain securities to bearer states 
that the trust company that provides manage-
ment services to an international company with 
regard to which bearer securities exist or will 
be issued, is under an obligation to take such 
bearer securities into safe custody without de-
lay against issue of a depositary receipt to the 
party entitled to the bearer securities [19;20]. 
In such way it is possible to identify who the be-
arer of the shares is and evaluate, monitor and 
analyse whether the bearer has any related 
risks for money laundering and terrorism  nan-
cing. Moreover, the substantive and procedu-
ral provisions for simpli ed [1, Articles 15 and 
16] and enhanced CDD [1, Articles 18-24] are 
more descriptive and extensive, for instance, 
the BO shall be identi ed, as well as it should 
be understood why particular customer owns 
and controls particular business. The AMLD4 
also has expanded circumstances in which 
CDD should be carried out by obliged entities 
[1, Articles 11 and 12].

Registers on BOs

The AMLD3 de ned BO as the natural per-
son who ultimately owns or controls the entity/ 
business. Such control is meant as by having 
25% or more of the property of the legal ar-
rangement or entity [13;14, Article 3(6)]. The 
AMLD4 provides more descriptive provisions 
on BO identi cation [1, Article 3(6)]. The main 
novelty in respect to the BO is the requirement 
of establishing central registry within the state, 
outside the companies, where the adequate, 
accurate and current information on BO would 
be held for the purposes of to enhance transpa-
rency in order to combat the misuse of legal en-
tities. MSs has discretion to choose what type 
of the register to establish, namely whether it 
would be commercial register, company regis-
ter or public register which would be limited in 
access for obtaining information on BO con-
cerned. In other words, those central registers 
should be accessible without any restriction for 

competent authorities and FIU�s, obliged enti-
ties which are performing CDD procedures only 
in accordance with CDD articles (Chapter II of 
the Directive) and any other person or organi-
zation that can provide legitimate interest. The 
directive itself does not de ne what the legi-
timate interest means. Moreover, such other 
persons or organizations should have limited 
access to information, namely such information 
shall at least include name, month and year of 
birth of the BO, the nationality, country of resi-
dence and the nature and extent of the interest 
held. Thus, the central registries would not be 
publicly available. The FATF recommendations 
state that all companies created should be re-
gistered in country�s company register which 
should also include the basic information on 
the company incorporated, including a register 
of its shareholders and legal ownership, thus 
make it possible to identify who the BO is [10, 
Recommendation 24]. Currently, domestic 
company registers and chambers of commer-
ce are mostly publicly available either for fee 
or without, depending on country. Such regis-
ters as usual include basic information on the 
company, its incorporation date, registered bu-
siness address, its issued capital and business 
activities. Other registers, are more extensive 
and make it possible to determine who the 
shareholders and managing directors are, date 
of  lling of annual accounts. For instance, the 
Netherlands has Chamber of Commerce (Ka- 
mer van Koophandel, hereinafter CoC) which 
is publicly available. The CoC collects informa-
tion on the Dutch companies; such information 
is available to the public for certain fee. Since 
January 26, 2001 the members of the Second 
Chamber (Tweede Kamerleden), Mr. De Groot 
and Mr. Recourt, issued an initiative for estab-
lishing central shareholders register for private 
and public limited liability companies (centraal 
aandeelhoudersregister register - hereinafter 
CAH register) [21]. Such register is considered 
to contain information explicitly on sharehol-
ders of the companies and not BOs and would 
be available only to notary public, relevant sha-
reholder and government agencies responsible 
for monitoring, supervision and enforcement, 
such us tax authorities, FIU, police, Public Mi-
nistry and other related authorities. CAH regis-
ter will be managed by the Dutch CoC as will 
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form part of it. It is planned to establish CAH 
at the end of 2015. Establishing CAH does not 
exclude the Netherlands from the obligation to 
establish BO register. The main difference be-
tween CAH and BO registers will be that CAH 
will contain information on direct shareholders 
of private and public limited companies and 
available to the authorities concerned, whe-
reas the latter will contain information on BOs 
of all Dutch companies, including foundations, 
cooperations and other types of legal entities 
as well as BO register will be available to a wider 
group of authorities and people with legitimate 
interest. Ms. Nagelkerke from Norton Rose Ful- 
bright LLP in Amsterdam, in his article on CAH 
and BO registers writes that ��she is in favour of 
BO register as CAH register collects data only 
on direct shareholders, thus excluding foreign 
legal persons who may hide the real criminals. 
Moreover, BO registers will cover more types of 
legal persons than CAH register�� [22]. Today 
none of the registers provide information in 
regards to the BO/s, due to the con dentiality 
principle. Therefore, many of BOs currently use 
this advantage in order to avoid declaring taxes 
on the income obtained, or simply hide the fact 
that they own business or part of it in another 
state. The central BOs register will play a core 
role in the identi cation and monitoring of the 
BOs concerned.

PEPs / Tightening up of rules for politically 
exposed persons

Under the AMLD3 the PEPs are meant as 
natural persons who are or have been entrus-
ted with prominent public functions. The family 
members or persons with close business con-
nections would also be considered are related 
persons and would automatically fall under the 
PEP de nition. On August 1, 2006 the Com-
mission adopted directive on PEPs [16]. It spe-
ci cally de nes the PEP and their immediate 
family members and business relations. The 
AMLD4 interposed the de nition prescribed 
by the PEP Directive as well extended it with 
additional criterions, namely PEP may be con-
sidered as a natural person who is member of 
the governing bodies of political parties [1, Ar-
ticle 3((9)(c))] or is a director, deputy director 
and member of the board or equivalent func-

tion of an international organization [1, Artic-
le 3(9(h))]. Today, there are available a num-
ber of virtual/online data bases recognizing 
PEPs, among those can be pointed out such 
data bases as WorldCheck, Relian, Accuity, 
Kyc360, and Veda which upon the entrance of 
the name and surname of the person concer-
ned automatically shows whether the person 
is considered as PEP or is merely linked to the 
PEP. It is important to mention that having a 
PEP sanction, does not per se mean that per-
son perpetrated criminal activity; it is more of 
bearing a preventive character [1, Recital 33]. 
Moreover, a person simply determined as PEP 
should not be automatically refused in obtai-
ning business services or relationship. Person 
being considered as PEP should be identi ed 
and appropriate measures should be taken 
in order to have proper risk assessment and 
management systems, on-going screening and 
monitoring should be performed more often, 
as well adequate measures should be taken 
in order to establish source of wealth of such 
person [1, Article 20]. Even in cases when PEP 
is no longer entrusted with a prominent pub-
lic function, obliged entities has to for at least 
12 month take into account possible risks and 
consequently take necessary preventive risk 
measures until no further risks are established 
[1, Article 22]. 

More effective cooperation between FIUs

The AMLD3 lied down the requirement for 
the MSs to establish the  nancial intelligence 
unit (hereinafter FIU) which in turn should have 
established a central national unit for the pur-
poses of receiving, analysing and dissemina-
ting to the competent authorities, disclosures 
of information concerning money laundering 
and potential terrorist  nancing [13;14, Article 
21]. Article 38 of the AMLD3 sets the require-
ment for the Commission to assist for the faci-
litation of coordination, including the exchange 
of information between FIU�s, but no more than 
that. The directive further does not describe 
the relevant procedures of possible coopera-
tion. More extensive framework on the FIUs 
mandate and functioning is set out in Council�s 
Decision concerning arrangements for coope-
ration between  nancial intelligence units [23].
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The existing arrangements had a number of 
shortcomings, such as cooperation on terrorist 
 nancing was not foreseen in the Decision, or 
due to different types of FIUs� powers that FIUs 
have at national level for exchange of or access 
to information for speci c types of cooperation 
jeopardised the effectiveness of cooperation. 
The FATF recommendation No. 29 [10, Recom-
mendation 29] sets that FIU shall serve as the 
central agency for the receipt and disclosures 
 led by reporting entities. At a minimum such 
information shall include suspicious transac-
tion reports. The AMLD4 lays down reporting 
obligations to FIUs which should be recognized 
as operationally independent and autonomous 
bodies with the capacity to carry out its func-
tions freely, to take autonomous decision to 
analyse, request and disseminate speci c in-
formation regarding suspicious transactions, 
possible money laundering and terrorist  nan-
cing. The AMLD4 sets more detailed provisions 
on cooperation between MSs� FIUs at national 
level [1, Article 49], between FIUs and obliged 
entities, their directors and employees [1, Ar-
ticle 33] and between FIUs and the Commis-
sion [1, Article 51].

Penalties

The AMLD4 has a number of articles in re-
lation to the administrative sanctions for non-
compliance with the Directive. There is less 
presented for criminal sanctions. However, 
provisions on criminal sanctions are not exclu-
ded and can be implemented under national 
law which beforehand shall be communicated 
to the Commission. A maximum administrative 
pecuniary sanctions are of at least twice the 
amount of the bene t derived from the breach 
where that bene t may be determined, or at 
least EUR 1 000 000 may be imposed. In case 
of a legal person, a maximum administrative 
pecuniary sanctions are of at least EUR 5 000 
000 or 10% if the total annual turnover accor-
ding to the rates available accounts approved 
by the management body may be imposed. The 
main reason of such minimum however, very 
extensive provisions de ned by the Directive 
are due to desire of harmonizing sanctioning 
regime among the member states.

Related problems

First of all, the AMLD4 is minimum harmo-
nization directive, which consequently leaves 
the discretion for the MSs to adopt the more 
stringent rules. Differentiation in criminal and 
administrative sanctions� regime may lead to 
the shortcomings such as forum shopping. Po-
tential BOs may choose for the countries with 
have more favourable sanction regime in case 
of their noncompliance with the provisions lied 
down by the Directive. Moreover, the Directive 
does not de ne what is considered as bearing 
a legitimate interest in cases when persons 
wish to access central registries for obtaining 
information on particular BO. Each of MS may 
de ne or interpret ��legitimate interest�� in its 
own way, which again will lead to inconsisten-
ces, for instance, in cross border cases. What 
is more, currently information on BOs are con-
 dential which without doubt favours them and 
consequently in most cases it is dif cult for 
national authorities to establish where one or 
another BO invests funds and favours from the 
tax avoidance. Again it depends on each and 
single state how the central registries will ope-
rate, how the data will be proceeded and pro-
tected from public-people not having legitimate 
interest and other interventions in private data 
of BOs. The Directive shall be implemented into 
national laws until 26 June 2017, and as soon 
as the Commission will draw up the report on 
the implementation of the Directive (deadline 
26 June 2019), it will be possible to react on 
the shortcomings and related problems.

Conclusion

AMLD4 brought into force more extensive 
substantive and procedural provisions in rela-
tion to combating anti money laundering and 
terrorist  nancing. The main novelties concer-
ned the assessment of the risks and applying 
risk-based approach. Additionally, customer 
due diligence was clari ed, whereas FATF re-
commendations offers interpretive notes with 
factors which either fall under the high and low 
risk assessment. Another novelty relates to the 
central registers for BOs, which will not be pub-
licly available, however, other persons having 
legitimate interest may have access to it.



11Nr. 2/3  2016

References

1.  Directive 2015/849/EC of the European Parliament and of the Council of 20 May 2015 on the prevention of the 
use of the  nancial system for the purposes of money laundering or terrorist  nancing // OJ L 141/73, 2015.

2.  Treaty on the Functioning of the European Union (TFEU) // OJ C83/47, 2010.

3.  Directive 2005/60/EC of the European Parliament and of the Council of 26 October 2005 on the prevention 
of the use of the  nancial system for the purpose of money laundering and terrorist  nancing // OJ L 309/15, 
2005.

4.  Department for International Development,�The importance of  nancial sector development for growth and 
poverty reduction� (2004) Policy Division Working Paper // See at: <http://www.ncrc.org/global/europe/UK/ 
UKArticle7.pdf>(last accessed November 15, 2015).

5.  Eurostat Statistics Explained, �GDP at regional level�// See at: <http://ec.europa.eu/eurostat/statistics- 
explained/index.php/GDP_at_regional_level> (last accessed November 15, 2015).

6.  United Nations Convention Against Transnational Organized Crime and the Protocols Thereto (adopted November 
15, 2000, entered into force September 29, 2003) 40 ILM 335 (Organized Crime Convention).

7.  European Parliament, �The European Union and the United Nations Convention against Transnational Organised 
Crime� (Working Paper) LIBE 116 EN, September 2001.

8.  Financial Action Task Force (FATF), The forty recommendations of the Financial Action Task Force on Money 
Laundering (The FAFT Recommendations 1990). // See at: < http://www.fatf-ga .org/media/fatf/documents/ 
recommendations/pdfs/FATF%20Recommendations%201990.pdf> (last accessed November 15, 2015).

9.  Financial Action Task Force (FATF), ��The 40 Recommendations, published October 2004�� (The FATF 40 
Recommendations 2004). // See at: < www.fatf-ga .org/publications/fatfrecommendations/documents/the4 
0recommendationspublishedoctober2004.html> (last accessed November 15, 2015).

10. Financial Action Task Force (FATF), « The FATF Recommendations: International standards on combating money 
laundering and the  nancing of terrorism and proliferation�� (The FATF Recommendations, February 2012).// See 
at: <http://www.fatf-ga .org/media/fatf/documents/recommendations/pdfs/FATF_Recommendations.pdf> 
(last accessed November 15, 2015).

11. Tampere European Council Meeting, Presidency Conclusions // October 15-16, 1999. // See at: <http://www. 
europarl.europa.eu/summits/tam_en.htm48> (last accessed November 15, 2015).

12. Council of Europe, �Convention on Laundering, Search, Seizure and Con scation of the Proceeds from Crime� 
CETS No.141, 1999.

D. Liepa

The term �legitimate interest� is not yet de-
 ned, therefore each MS has discretion to im-
plement the own de nition on the term in its 
domestic legislation. The AMLD4 extended the 
de nition on the politically exposed persons 
by stating that members of the governing bo-
dies of political parties and directors, deputy 
directors and members of the board or equiva-
lent function of an international organization, 
which are entrusted with prominent public 
function fall under the de nition of PEP. In or-
der to monitor, analyse and collect such data 
on natural and legal entities that may have risk 
of money laundering and terrorist  nancing the 
 nancial intelligence unit should have been es-
tablished in the MS. It was already succeeded, 
however, the cooperation between the MSs� 
FIUs was lacking. Therefore, the AMLD4 intro-

duced more clea r provisions a nd obligations 
for the FIUs functioning and cooperation with 
obliged entities, their directors and employees, 
with the Commission and other FIUs of within 
the EU. Finally, the AMLD4 introduced adminis-
trative penalties for the non-compliance with 
the directive. The criminal penalties are not 
prohibited by the AMLD4, however, such penal-
ties should be consulted with the Commission 
 rst. The AMLD4 shall be implemented into 
national laws until 26 June 2017, afterwards 
it will be possible to determine the problems 
arising from the Directive, such as inconsisten-
ces in de nitions applied in each member sta-
te, difference in operation of central registers 
on BOs, as well as review whether the coope-
ration among FIUs has become more effective 
and strengthened. 



12 Nr. 2/3  2016

13. 13. Council Directive (EEC) 91/308 on prevention of the use of the  nancial system for the purpose of money 
laundering // OJ L 166, 1991.

14. Directive 2001/97/EC of the European Parliament and of the Council of 4 December 2001 amending Council 
Directive 91/308/EEC on prevention of the use of the  nancial system for the purpose of money laundering // 
OJ L 344/76, 2001.

15. Jan Vyhnalik and Izabela Fendekova, The third EU directive on money laundering and terrorist  nancing// [2005]
BIATEC, Volume XIII, 9, 11 // See at: <http://www.nbs.sk/_img/Documents/BIATEC/BIA09_05/11_15.
pdf> (last accessed November 15, 2015).

16. Commission Directive 2006/70/EC of 1 August 2006 on laying down implementing measures for Directive 
2005/60/EC of the European Parliament and of the Council as regards the de nition of �politically exposed 
person� and the technical criteria for simpli ed customer due diligence procedures and for exemption on 
grounds of a  nancial activity conducted on an occasional or very limited basis // OJ L 214/29, 2006.

17.  Commission (EC), �Report from the Commission to the European Parliament and the Council on the application of 
Directive 2005/60/EC on the prevention of the use of the  nancial system for the purpose of money laundering 
and terrorist  nancing�// COM (2012) 168  nal, April 4, 2012.

18. Delloite Berdijfsrevisoren Enterprise Risk Services, �European Commission, DG Internal Market and Services 
Budget: Final study on the application of the Anti-money laundering directive report� (Service Contract 
ETD/2009/IM/FS/90), 43.

19. National Decree A° 2010 N° 36, laying down general provisions for the enforcement of article 12, second 
paragraph, of the National Ordinance on the Supervision of Trust Service Providers to the effect of immobilizing 
securities to bearer (National Decree on the obligation to retain securities to bearer).

20. OECD, �Global Forum on Transparency and Exchange of Information for Tax Purposes Peer Reviews: Curacao 
2015: Phase 2: Implementation of the Standard in Practice� // OECD Publishing, March 2015) 50-55. // See 
at: < http://www.keepeek.com/Digital-Asset-Management/oecd/taxation/global-forum-on-transparency-and- 
exchange-of-information-for-tax-purposes-peer-reviews-curacao-2015_9789264231474-en#page56> (last 
accessed November 15, 2015).

21. V.A. (Ed.) Groot and Jeroen Recourt, �Initiatiefnota: Een centraal aandeelhoudersregister voor besloten- en (niet- 
beursgenoteerde) naamloze vennootschappen�(Nr. 32 608, published on March 4, 2011). //See in Dutch at: < 
https://zoek.of cielebekendmakingen.nl/kst-32608-2-n1.html> (last accessed November 15, 2015).

22. Floortje Nagelkerke, � Het UBO - en central aandeelhoudersregister nader bezien� //Juridisch up to date 15, 9, 
2015.

23. Council Decision (JHA) concerning arrangements for cooperation between  nancial intelligence units of the 
Member States in respect of exchanging information // OJ L 271/4, 2000

ES TIES BAS   /   EU LAW   /    


